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Methodology

« Nationwide Best Practices Research
- Community Input

- Red-lined Standard Operating Procedure



Report Structure

- Report broken into 7 categories
- Activation
- Deactivation
- Restrictions
- Notification
- Viewing
- Public Access and Retention
- Accountability
- Policy Creation

- Report contains general recommendations and a red-lined
Standard Operating Procedure









Police Departments
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- Duluth Police Department

- Burnsville Police Department

- New Orleans Police Department

- Seattle Police Department

- District of Columbia Police Department
- Salt Lake City Police Department

- Los Angles Police Department



Research Groups

- Police Executive Research Forum

- Office of Community Oriented Policing
Services

. Atlanta Citizen Review Board

- Bureau of Justice Assistance

- Journal of Quantitative Criminology

- Forensic Science Institute




Advocacy Organizations

- American Civil Liberties Union

- Leadership Conference on Civil and Human Rights
- Fraternal Order of Police

- International Association of Chiefs of Police

. Color of Change

- Policy Link

 Center for Popular Democracy
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Community Input

Sources:

- Three Community
Listening Sessions

- 5 Qutreach Events

- PCOC Email Account

- Comments on News
Articles

- More than 200
substantive
community
comments collected
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Door Poll Data

PaI'tiCipant51 Should the Minneapolis Police Department
- 530 surveys use body cameras?

- 478 in support (90%)
. 45 opposed (9%)
- 7 undecided (1%)

mYes
9%
No

B Undecided

Events:
- 3 Community Listening Sessions
- Twin Cities Pride Festival
- 25th Anniversary Celebration of the American
Disabilities Act
 National Night Out



Community Comments
Themes:

- Cameras active as often as possible

- Limit officer discretion

- Obtain consent to be filmed and notify civilians

- SWAT usage of body cameras

- Officers write reports before viewing footage

- Footage accessible to public

- Accountability for officer failure to properly
use cameras

+ Continued community involvement in policy
making






procedures and interpersonal actions.
e Increase accountability and transpa

The Body Camera Policy shall be made available to members of the public by posting it on the
MPD website and social media sites, including it in the MPD manual, and having hard copies

available at all precincts.




Officers should manually activate the PVR to Record Mode when reasonably safe and
practical in the following situations:

e All consensual community t:nts215

e All calls for service®®

e All law enforcement activities®*’

For any consensual encounter, especially in a private residence?”’ or another place of expected
privacy, officers should directly inform members of the public that the interaction is being
recorded and ask to obtain their consent.?®® If the member(s) of the public does not give
consent, lack of consent must be explained on camera and deactivate the camera until
obtaining consent or reactivate if the encounter becomes non-consensual and therefore a law

nforcemnt action. Consensual encounters could mclud but are not Ilmlted to interactlon

crime witnesses.

Once activated, the PVR may be deactivated at the conclusion of an incident which for this
policy is defined as when an officer has terminated contact with an individual, cleared the

scene of a reported incident, or has completed transport of a civilian or arrestee®?, or during

activities such as:
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scene of a reported incident, or has completed transport of a civilian or arrestee
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If an officer failed to activate a PVR in a situation where activation is required, there will be
an evidentiary presumption against said officer if a complaint of misconduct is filed.*** The

presumption can be rebutted by contrary evidence or by proof of exigent circumstances that

made policy compliance imossible.m‘ Officers will be given a six month grace period from

the program rollout date before this presumption will aI.224

If an officer prematurely deactivates a PVR in a situation where deactivation is inappropriate,
there will be an evidentiary presumption against said officer if a complaint of misconduct is
filed. The presumption can be rebutted by contrary evidence or by proof of exigent

circumstances that made policy compliance imossible.m Officers will be given a six month
grace period from the program rollout date before this presumption will apply.




Data from the PVR shall be fully uploaded and shall not be altered, edited, erased, tampered
with or redacted in any way prior to upload.

231

To ensure the evidentiary value of officer reports and statements

holistic view of an incident®3?

report or statement?*3t

, and to offer a_more

, officers must not review audio or video data prior to making a

Follow the completion of a written report, when the incident does not require a force review,

an officer may view PVR footage of an incident and may make clearly marked addendums in
his/her report to clarify or explain any inconsistencies.

Data that is not classified under one of the specified classification options, which are police

evidence, significant/critical incidents and court cases, shall be retained for eresear280 days
to ensure avialability when investigating a complaint against a police officer.?*>

Any data containing officer use of force shall be retained for three ears.237 Any data containing
officer or civilian death shall be retained in perpetui
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MiINN. STAT. § 13.82 COMPREHENSIVE LAW ENFORCEMENT DATA

Subd., 25. Deliberative processes. Data that reflect deliberative processes or
investigative techniques of law enforcement agencies are confidential data on
individuals or protected nonpublic data; provided that information, reports, or
memoranda that have been adopted as the final opinion or justification for a decision
of a law enforcement agency are public data.




POLICY REVISION24?

The body camera program shall be audited yearly to ensure policy compliance and satisfaction
with the equipment.

The MPD shall revise the body camera policy in the third year of the program’s operation. This
.. hall be inf { by:

e |mpact reports from academic partners,

- I 1o the PCOC prior to impl :







Questions?
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